
INFORMATION CLAUSE FOR CONFERENCE PARTICIPANTS 

In accordance with the obligation arising from Article 13(1) and (2) of Regulation (EU) 2016/679 of the 
European Parliament and of the Council of 27 April 2016 on the protection of natural persons with 
regard to the processing of personal data and on the free movement of such data, and repealing 
Directive 95/46/EC (General Data Protection Regulation, hereinafter "GDPR"), we inform you that: 

1. The controller of your personal data is the Jerzy Kukuczka Academy of Physical Education in 
Katowice [ul. Mikołowska 72a, 40–065 Katowice]. 

2. The Academy has appointed a Data Protection Officer (DPO), who can be contacted via email: 
iod@awf.katowice.pl 

3. Your personal data will be collected and processed by the controller: 
a) to handle participant/speaker services, i.e., to enter into and perform the agreement for 
participation in the conference. If you request an invoice including your personal data, the 
processing will also be carried out to fulfill the controller’s legal obligations, particularly under 
tax law. The legal basis is Article 6(1)(b) and (c) of the GDPR; 
b) to establish, pursue, or defend against any claims that the controller may assert or that may 
be asserted against it. This is a legitimate interest pursued by the controller, with the legal basis 
being Article 6(1)(f) of the GDPR; 
c) for other purposes, provided you give your voluntary, written consent. The legal basis here is 
Article 6(1)(a) of the GDPR. 

4. Providing your personal data is voluntary, but failure to do so will prevent participation in the 
conference. 

5. Your data may be shared with competent public authorities, entities contracted by the 
controller for data processing, and legal offices in cases involving the establishment, pursuit, 
or defense of claims. 

6. Your personal data will be processed for the duration of the registration and the conference 
itself, and afterward until the statute of limitations for any claims arising from the agreement, 
or for the period required by applicable laws—for example, if you are issued an invoice, your 
data may be kept for 5 years from the end of the year the invoice was issued (whichever period 
is longer). 

7. You have the right to: 
a) request access to your personal data; 
b) request rectification if your data is incorrect; 
c) request deletion of your data if it is no longer needed for the purposes it was collected for, if 
you object to its processing, or if it must be deleted to comply with legal obligations; 
d) request restriction of processing if you contest the accuracy of the data, for the time needed 
to verify it; 
e) request restriction also when the data is processed unlawfully, but you do not want it 
deleted; when the data is no longer needed but may still be required for legal claims; or when 
you have objected to the processing pending verification of overriding legitimate grounds by the 
controller; 
f) request data portability of your personal data. 



To exercise these rights, please contact the Data Protection Officer directly (contact details above). 

8. If your data is processed based on your consent (Article 6(1)(a) of the GDPR), you may 
withdraw your consent at any time. This will not affect the lawfulness of processing carried out 
before the withdrawal. Please direct such withdrawal to the Data Protection Officer. 

9. If you believe that your personal data is being processed in violation of applicable regulations, 
you have the right to lodge a complaint with the relevant supervisory authority, i.e., the 
President of the Personal Data Protection Office (PUODO). 

10. You have the right to object to the processing of your personal data where it is based on the 
controller’s legitimate interests (Article 6(1)(f) of the GDPR). If you raise an objection, your data 
will no longer be processed unless the controller demonstrates compelling legitimate grounds 
overriding your interests, rights, and freedoms, or for the establishment, exercise, or defense of 
legal claims. Objections can be submitted to the Data Protection Officer (contact details 
above). 

11. Your personal data will not be transferred to third countries. 

12. Your personal data will not be processed in an automated manner, including profiling. 

 


